**PROCJENA UČINKA NA ZAŠTITU PODATAKA (eng. DPIA)**

-obrazac-

Ovaj predložak je primjer kako možete bilježiti svoj postupak/ishod procjene učinka na zaštitu podataka. Uz njega je potrebno proučiti pravne propise, Smjernice[[1]](#footnote-1) o procjeni učinka na zaštitu podataka-<https://azop.hr/images/dokumenti/217/wp248_rev.01_hr.pdf> te pogledatiOdluku opopisu vrsta postupaka obrade koje podliježu zahtjevu za procjenu učinka na zaštitu podataka <https://azop.hr/aktualno/detaljnije/odluka-o-uspostavi-i-javnoj-objavi-popisa-vrsta-postupaka-obrade-koje-podli>

# Podaci o voditelju obrade

|  |  |
| --- | --- |
| Ime |  |
| Službenik za zaštitu podataka (eng. DPO) |  |
| Kontakt voditelja obrade/službenika za zaštitu podataka |  |

# KORAK 1: IDENTIFICikacija POTREBe

|  |
| --- |
| Zašto smatrate da je potrebno provesti postupak procjene učinka na zaštitu podataka? |
|  |

# KORAK 2: OPIŠite OBRADU[[2]](#footnote-2) osobnih podataka

|  |
| --- |
| **Opišite prirodu obrade?** Kako ćete prikupljati, koristiti, pohranjivati i brisati podatke? Koji je izvor podataka? Hoćete li s nekim dijeliti podatke? Za koje vrste obrade postoji vjerojatnost visokog rizika na zaštitu osobnih podataka? |
|  |

|  |
| --- |
| **Opišite opseg obrade:** koja je priroda podataka i uključuju li podaci posebne kategorije ili obradu osobnih podataka koji se odnose na kaznene osude i kažnjiva djela? Na koji period ćete pohraniti podatke? O kojem broju pojedinaca se radi te koje teritorijalno područje obuhvaća? |
|  |

|  |
| --- |
| **Opišite kontekst obrade**: kakva je priroda Vašeg odnosa s pojedincima? Koliku će kontrolu nad obradom imaju pojedinci imati? Bi li očekivali da na taj način koristite njihove podatke? Uključuje li obrada podatke djece ili druge ranjive[[3]](#footnote-3) skupine? Postoje li prethodne zabrinutosti zbog ove vrste obrade ili sigurnosni nedostatci? Postoje li u trenutku obrade pitanja od javnog interesa koja biste trebali ubrojiti? Postoji li odobreni kodeks ponašanja ili sustav certificiranja u Vašem poslovnom subjektu? |
|  |

|  |
| --- |
| **Opišite svrhe obrade:** što želite postići? Koji je predviđeni učinak na pojedince? Koje su prednosti obrade - za vas i šire? |
|  |

# korak 3: savjetovanje

|  |
| --- |
| **Kako ćete se posavjetovati s relevantnim dionicima**: opišite kada i kako ćete upitati za stavove ispitanika[[4]](#footnote-4) ili njihovih predstavnika - ili obrazložite zašto to nije prikladno. Koga još trebate uključiti u proces iz Vašeg poslovnog subjekta? Postoji li potreba da zamolite izvršitelje obrade za pomoć? Planirate li se savjetovati sa stručnjacima za informacijsku sigurnost ili bilo kojim drugim stručnjacima? |
|  |

# 4. KORAK: PROCJENa POTREBe/PROPORCIONALNOSTi

|  |
| --- |
| **Opišite mjere usklađenosti i proporcionalnosti**: koja je Vaša zakonska osnova za obradu? Postiže li obrada zapravo Vašu svrhu? Postoji li još koji način da se postigne isti ishod? Kako ćete osigurati minimiziranje podataka? Koje ćete informacije dati pojedincima? Kako ćete pomoći u ostvarivanju njihovih prava? Koje mjere poduzimate kako biste osigurali da se izvršitelji obrade pridržavaju mjera? Kako štitite prijenose osobnih podataka prema trećim zemljama i međunarodnim organizacijama? |
|  |

# 5. KORAK: IDENTIFikacija/procjena RIZIKa

|  |  |  |  |
| --- | --- | --- | --- |
| **Opišite izvor rizika i prirodu potencijalnog utjecaja na pojedince.** | **vjerojatnost povrede** | **ozbiljnost**  **povrede** | **cjeloukupni rizik** |
| Opišite izvor rizika i prirodu potencijalnog utjecaja na pojedince. | slaba, moguća ili vjerojatna | Minimalnaznačajna ili ozbiljna | Slab srednji ili visok |

# KORAK 6: IDENTIFIkacija MJERa ZA SMANJENJE RIZIKA

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| **identificirajte dodatne mjere koje biste mogli poduzeti za smanjenje ili uklanjanje rizika identificiranih kao srednji ili visoki rizik u koraku broj 5** | | | | |
| **rizik** | **Opcije za smanjenje ili uklanjanje rizika** | **Učinak na rizik** | **Preostali rizik** | **Odobrena mjera** |
|  |  | eliminiran smanjen prihvaćen | nizak  srednji  visok | Da/Ne |

# KORAK 7: dokumentirajte ISHOD

|  |  |  |
| --- | --- | --- |
| **Stavka** | **Ime/pozicija/datum** | **Bilješka (pomoć)** |
| Odobrene mjere: |  | Integracija prepoznatih mjera u postupak obrade |
| Preostali rizici[[5]](#footnote-5) odobreni od: |  | Ako prihvaćate bilo koji preostali visok rizik, konzultirajte AZOP prije nego što nastavite |
| Pruženi savjet od službenika za zaštitu podataka (DPO): |  | DPO treba savjetovati o usklađenosti, mjerama iz koraka 6 i o tome može li se obrada nastaviti |
| Sažetak savjeta koji je DPO pružio: | | |
| savjeti DPO prihvaćeni ili odbačeni: |  | Ako se odbaci, morate objasniti svoje razloge |
| Komentar: | | |
| Odgovore na konzultacije s ispitanicima ili njihovim predstavnicima pregledali: |  | Ako Vaša odluka odstupa od stavova pojedinaca, morate objasniti svoje razloge |
| Komentar: | | |
| Ovaj DPIA će biti pod nadzorom: |  | DPO bi također trebao nadgledati usklađenost procesa s DPIA-om |

1. Posebice pogledati Kriterije za prihvatljivu procjenu učinka na zaštitu podataka (Prilog II dokumenta) [↑](#footnote-ref-1)
2. „obrada” znači svaki postupak ili skup postupaka koji se obavljaju na osobnim podacima ili na skupovima osobnih podataka, bilo automatiziranim bilo neautomatiziranim sredstvima kao što su prikupljanje, bilježenje, organizacija, strukturiranje, pohrana, prilagodba ili izmjena, pronalaženje, obavljanje uvida, uporaba, otkrivanje prijenosom, širenjem ili stavljanjem na raspolaganje na drugi način, usklađivanje ili kombiniranje, ograničavanje, brisanje ili uništavanje; [↑](#footnote-ref-2)
3. djeca (smatra se da ne mogu svjesno i promišljeno dati pristanak ili se usprotiviti obradi podataka), zaposlenici, osjetljivije skupine stanovništva koje trebaju posebnu zaštitu (osobe s duševnim smetnjama, tražitelji azila ili starije osobe, pacijenti itd.). Time su obuhvaćene i situacije u kojima se može utvrditi neravnoteža između položaja ispitanika i voditelja obrade. [↑](#footnote-ref-3)
4. voditelj obrade prema potrebi od ispitanika ili njihovih predstavnika traži mišljenje (članak 35. stavak 9. GDPR) [↑](#footnote-ref-4)
5. ako se procjenom učinka na zaštitu podataka otkriju visoki preostali rizici, dakle u slučajevima u kojima utvrđene rizike voditelj obrade podataka ne može ukloniti na odgovarajući način, voditelj obrade podataka mora se prije obrade savjetovati s Azop-om (članak 36. stavak 1.). [↑](#footnote-ref-5)